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1. Overall Description:
SA2 thanks SA6 for their LS on Support PIN application architecture and interaction and would like to provide the following answers.

[bookmark: _Hlk127950218]Q1 To SA2: Is 5GC involved in making decisions or providing access control information (e.g., user name, account, SSID, BSSID) to PIN server (AF) during PIN creation/modification procedure? If yes, and what’s the details of access control information? What other information the 5GC can provide to PIN server (AF)?

A1 from SA2: SA2 has not concluded that the 5GC does not provides access control information (e.g., user name, account, SSID, BSSID) to the PIN server (AF). However, SA2 would like to point out that, in TR 23.700-88, SA2 has concluded that “NEF/UDM supports AF provisioning parameters for managing PIN policy and 5GC resources activation/deactivation of a PIN with parameter of PIN ID.”. 

[bookmark: _Hlk127950263]Q2 To SA2: Whether and how the 5GC involved in the PIN creation procedure? If the 5GC is involved in the PIN creation procedure, what and how PIN server interact with 5GC?

A2 from SA2: After PIN creation the AF may interact with the 5GC to provide UE policies for PIN and authorization of QoS for PIN traffic.SA2 is working on the interaction between AF and 5GC to support PIN creation/update/delete requested by AF, one possible way is similar as described in clause 4.15.6.2 of TS 23.502 with PIN related parameters.  In TR 23.700-88, SA2 has documented the following conclusions which relate to PIN creation. These conclusions relate to how the AF (i.e., PIN Server) can interact with the 5GC to configure the PIN, access information about the PIN, and receive a PIN ID.
· NEF/UDM supports AF provisioning parameters for managing PIN policy and 5GC resources activation/deactivation of a PIN with parameter of PIN ID.
· AF may access the PIN Profile invoking a NEF API.
· PIN application-level Authentication and Authorization of PIN and PIN Elements are not specified by SA WG2.
· NEF/UDM supports storing PIN ID in UDR, which may be received from AF.
· PIN ID is uniquely identifiable within the 5G network

Q3 To SA2: Whether and how the 5GS to allow the PIN server to check the UE identified by the GPSI has subscribed to be a PEMC.

A3 from SA2: SA2 has concluded that “PEGC is authorized by 5GC to provide PIN service via subscription in the UDM.” SA2 has concluded that 5GC does not have subscription information related to UE as PMEC and that no specific authorisation and authentication in performed

Q4 To SA2: Whether and how the PIN server to interact with 5GS to establish QoS flow for PINE? Is it possible for a PIN server to interact with 5GS to establish a QoS flow to a PEGC that can be used for PINE?

A4 from SA2: The procedure defined in TS 23.502, clause "4.15.6.6 Setting up an AF session with required QoS procedure" can be used for establishing QoS flow between a PEGC UE and the 5GC. Furthermore, in TR 23.700-88 Key Issue #4, SA2 has concluded that the 5GC can provide parameters to the PEGC to assist the deriving of Non-3GPP QoS parameters for PINE(s) in a PIN.



2. Actions:
To SA6:
ACTION: 	SA2 respectfully asks SA6 to take the above information into account.

3. Date of Next TSG-SAWG2 Meeting:
SA2#156	from 2023-04-17	to 2023-04-21		E-meeting
SA2#157	from 2023-05-22	to 2023-02-26		Berlin, Germany



